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Abstract of the contribution: This paper splits solution 1 into two solutions and adds further details.
1
Overview
During the last meeting Solution 1 got included in TR 23.734, which describes how type-a and type-b networks can be identified. For type-a networks solution 1 assumes that the network identifier consists of both a PLMN ID and a type-a network ID. This effectively implies that the type-a network is a part of a PLMN.
While this is one valid deployment model, this however does not address the SA1 requirement that the 5G system shall also support the "isolated operation of a type-b network or a type-a network." as another deployment option.
To address this, the following changes are proposed:
-
Generalize solution 1 (rename type-b networks to non-public network, etc.) to address both

-
stand-alone type-a networks (i.e. type-a networks that are independent from a public PLMN)

-
type-b networks.

-
The existing aspects of solution 1 that describe a type-a network as part of a PLMN are moved into a new solution ("Closed Access Group"), which addresses

-
type-a networks that are part of a public PLMN

The details of both approaches are outlined in the following section.

2
Non-public network and Closed Access Group
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Figure 1: A Closed Access Group (CAG) enables a type-a network that is part of a public PLMN; 
a non-public network support type-b networks and stand-alone type-a networks. While UE 1 can freely move between CAG cells and non-CAG cells; UE 2 is limited to CAG cells; UE 3 is not entitled to access the closed access group cell; UE 4 can only access cells of non-public network N.
As also depicted in Figure 1, the key principles for network identification, selection and subscription for Closed Access Groups and non-public networks are as follows:

Closed Access Group
-
Identities

-
A Closed Access Group (CAG) ID uniquely identifies a closed access group (CAG) in a PLMN 

-
A human-readable network name identifies the CAG. The human-readable name may not be unique.
-
The following information is broadcasted in SIB for a PLMN that supports a CAG:

-
CAG indication identifying the cell as a Closed Access Group cell

-
cellReservedForOtherUse indication (to prevent non supporting UEs from accessing the cell; see also TS 38.304 [X]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred.

-
CAG ID
-
(Optional) Human-readable network name
-
Network and cell selection

-
UE maintains a white list of CAG IDs 
-
UE configured to only access CAG cells are not allowed to register via non-CAG cells of any PLMN.
-
UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the white list.
-
For manual CAG selection the UE presents the list of available CAG IDs and related human-readable names (if available). If a UE has successfully registered to a CAG which was not listed in the white list yet, the CAG ID is added to the CAG white list.

-
Subscription

-
Subscription contains the list of CAGs the UE is entitled to access

-
Subscription contains indication whether the UE is only allowed to access CAG cells (UE is also configured accordingly); this is to address factory devices that are supposed to remain on the CAG cells
Non-public network
-
Identities

-
A Non-public network ID (NPN-ID) identifies a non-public network. The NPN-ID supports two assignment models

-
Locally managed NPN-IDs are assumed to be chosen randomly at deployment time to avoid collisions (and may therefore not be unique in all scenarios)

-
Universally managed NPN-ID are managed by a central entitity and are therefore assumed to be unique.

NOTE 1:
Which legal entity manages the number space is out of scope of 3GPP.

-
A human-readable network name identifies a non-public network. The human-readable name may be unique.
-
The following information is broadcasted in SIB by gNBs providing access to a non-public network:

-
Non-public network indication identifying the cell as part of a non-public network

NOTE 2:
No PLMN ID is assumed to be broadcasted.

-
cellReservedForOtherUse indication (to prevent non supporting UEs from accessing the cell; see also TS 38.304 [X]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred.

-
List of NPN-IDs identifying the non-public networks the cell provides access to
-
(Optional) Human-readable network name (per NPN-ID)
-
Network and cell selection

-
UE performs network selection between gNBs broadcasting different NPN-IDs

-
UE performs cell (re-)selection between gNBs broadcasting the same NPN-ID
-
A UE shall only automatically select and attempt to register with a non-public network the UE has a subscriber identifier and credentials for.
-
For manual selection the UE presents the list of NPN-IDs and related human-readable names (if available) of the available non-public networks.

-
Subscription

-
Subscriptions to a non-public network are stored in the non-public network's UDM.

-
A subscriber of a non-public network is identified based on a NAI. The realm part of the NAI includes the NPN-ID of the non-public network.

-
UE can be configured with subscriber identifiers and credentials for multiple non-public networks.

2
Proposal

The following changes are proposed to be applied to TR 23.734.
*** Start of changes ***
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6.1
Solution #1: Identification, selection and access control for non-public networks
6.1.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for type-a and type-b networks") and key issue #2 ("Network Identification for type-a and type-b networks"). 
The solution supports the following network types:

-
stand-alone type-a networks (i.e. type-a networks not relying on network functions of a public PLMN)

-
type-b networks.

The solution is based on the following principles:



-
Identities
-
A Non-public network ID (NPN-ID) identifies a non-public network. The NPN-ID supports two assignment models
-
Locally managed NPN-IDs are assumed to be chosen randomly at deployment time to avoid collisions (and may therefore not be unique in all scenarios)

-
Universally managed NPN-ID are managed by a central entitity are are therefore assumed to be unique.
NOTE 1:
Which legal entity manages the number space is out of scope of 3GPP.
-
A human-readable network name identifies a non-public network. The human-readable name may be unique.
-
The following information is broadcasted in SIB by gNBs providing access to a non-public network:

-
Non-public network indication identifying the cell as part of a non-public network
NOTE 2:
No PLMN ID as currently defined in clause 12.1 of TS 23.003 is assumed to be broadcasted for Non-public networks.
-
cellReservedForOtherUse indication (to prevent non supporting UEs from accessing the cell; see also TS 38.304 [X]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred.
-
List of NPN-IDs identifying the non-public networks the cell provides access to
-
(Optional) Human-readable network name (per NPN-ID)
-
Network and cell selection

-
UE performs network selection between gNBs broadcasting different NPN-IDs

-
UE performs cell (re-)selection between gNBs broadcasting the same NPN-ID
-
A UE shall only automatically select and attempt to register with a non-public network the UE has a subscriber identifier and credentials for.
Editor's note:
The details of automatic network selection for non-public networks is FFS.
-
For manual selection the UE presents the list of NPN-IDs and related human-readable names (if available) of the available non-public networks.
-
Subscription

-
Subscriptions to a non-public network are stored in the non-public network's UDM.
-
A subscriber of a non-public network is identified based on a NAI. The realm part of the NAI includes the NPN-ID of the non-public network.

-
UE can be configured with subscriber identifiers and credentials for multiple non-public networks.

Editors's note:
The syntax of the username part of the non-IMSI-based NAI is FFS. Whether the non-public networks a UE can access can be changed by PCF is FFS.




6.1.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.1.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.1.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
6.X
Solution X: Closed Access Group
6.X.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for type-a and type-b networks") and key issue #2 ("Network Identification for type-a and type-b networks"). 
The solution supports the following network types:

-
non-stand-alone type-a networks (i.e. type-a networks that are deployed as part of a PLMN)

The solution is based on the following principles:
-
Identities

-
A Closed Access Group (CAG) ID uniquely identifies a closed access group (CAG) in a PLMN 
-
A human-readable network name identifies the CAG. The human-readable name may be unique.
-
The following information is broadcasted in SIB for a PLMN that supports a CAG:

-
CAG indication identifying the cell as a Closed Access Group cell
-
cellReservedForOtherUse indication (to prevent non supporting UEs from accessing the cell; see also TS 38.304 [X]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred.

-
CAG ID
-
(Optional) Human-readable network name
-
Network and cell selection

-
UE maintains a white list of CAG IDs 
-
UE configured to only access CAG cells are not allowed to register via non-CAG cells of any PLMN.
-
UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the white list.
-
For manual CAG selection the UE presents the list of available CAG IDs and related human-readable names (if available). If a UE has successfully registered to a CAG which was not listed in the white list yet, the CAG ID is added to the CAG white list.
-
Subscription

-
Subscription contains the list of CAGs the UE is entitled to access

-
Subscription contains indication whether the UE is only allowed to access CAG cells (UE is also configured accordingly); this is to address factory devices that are supposed to remain on the CAG cells
6.X.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.X.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
*** End of changes ***
3GPP


[image: image1]